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Security headers are showing there may be a leak, should |
be worried?
rdavis@foregenix.com - 2020-05-14 - Comments (0) - FGX Web Lite

It is advisable to hide all security headers as they can give hackers information that could
help them plan an attack on your website.

You should check with your web developers to confirm they are aware of these exposed
headers, in most cases they should be able to remediate these and prevent them from
being publicly displayed.
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